Announcing new training program for Library Privacy Advocates

New York University (NYU) and the Library Freedom Project (LFP) are excited to announce a new collaborative program funded by the Institute of Museum and Library Services.  In 2018 we will begin extensive training for a select group of public librarians to build a set of Privacy Advocates who will both institute training programs in their own communities, and transform privacy protection in their own libraries. This Library Freedom Institute (LFI) will be a privacy-focused train-the-trainer program for librarians which builds on LFP’s successful shorter programs to construct an extensive curriculum training 40 geographically dispersed Privacy Advocates, who can then serve as nodes of expertise in their regions by conducting workshops for community members and helping their own libraries become more privacy conscious.
With almost weekly revelations of massive privacy attacks (on email providers, health care companies, governmental agencies, political campaigns, and other targets, including libraries), the public has developed a heightened awareness of the vulnerability of their private information. For marginalized people, the Internet is particularly hostile; Edward Snowden’s revelations about overbroad government surveillance, for example, showed that immigrants and Muslims are frequent targets. Data-driven advertising builds upon algorithmic bias to market exploitative products directly to consumers identified as economically disadvantaged. Elderly people lacking access to quality computer education are more likely to be the victims of fraud and identity theft.  
[bookmark: _GoBack]Public libraries serve everyone, so privacy attacks on the most vulnerable members of our communities should be a serious cause for alarm. Moreover, even the most powerful have been hit by privacy attacks (the Pentagon, the Democratic National Committee), so Internet privacy should be everyone’s concern. Libraries recognize the relationship between privacy and intellectual freedom, and privacy has been a key element in the American Library Association’s Code of Ethics since decades before the first message was sent over the Internet. Librarians need practical, actionable, 21st Century skills to turn our ethics into reality. 
Over a six-month course, project staff and guest trainers will teach our Privacy Advocates how to lead privacy-focused computer classes at several levels: how to install, troubleshoot, and maintain privacy software on both patron machines and library public workstations; how to teach their own train-the-trainer workshops to other librarians in their regions; how to approach members of their community about privacy concerns; and how to use their new roles as Privacy Advocates to influence policy and infrastructure. Lectures, class discussion, and assignments will require about five hours of commitment per week. There will be one in-person requirement: a weekend trip to New York City (date tbd) for an intensive two-day training with social time to meet the other Advocates. Library Freedom Institute is beginning to seek applicants for the course beginning June 2018. 

To participate in the training, for more information, go to libraryfreedomproject.org/lfi.
